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QA.EADS ARE THE METRIC THAT,
AS MARKETERS, WE RELY ON.
BECAUSE LEADS MEAN MOMNE Yz sooner

Generating leads both high in quantity and quality - is a markete® most important objective.
A successful lead generation engine is what keeps the funnel full of sales prospects while you
sleep. Surprisingly, onlyl in 10 marketers feel their lead generation campaigns are effective.
What gives?

There can be a lot of moving parts in any lead generation campaign and oftes difficult to
know which parts need finetuning. In this guide, we will expose the to25 techniques
marketers should utilize to increase leads and revenue. These tactics have been tested in
countless campaigns, working with some of the most impressive cloud and cybersecurity
companies.

~1500 ~500,000 5

Cybersecurity CISOs and Security Marketing touchpoints (minimum)
companies team leads targeted required to grab attention



THE MECHANICS OF LEAD GENERATION

Before we dive into the25 tips, we should first cover the mechanics of lead generation. The best lead generation
campaigns contain most, if not all, of these components. From a tactical perspective, a marketer needs four
crucial elements to make inbound lead generation happen. These include:

OFFER CALL-TO-ACTION LANDING PAGE FORM
0 s
. O o
! ﬂ » n
\ X X
An offer is a piece of content A calkto-action (CTA) is A landing page, unlike - You cardi capture leads
that is perceived high in either text, an image or a norm_al _web5|te pages, is a without forms. Forms w_|II
value. Offers include button that links directly to a specialized page that collect contact information
eBooks, whitepapers, free landing page so people can contains information about from a visitor in exchange for
consultations, coupons and find and download your one particular offer, and a an offer.
product demonstrations. offer. form to download that offer.

The tips in this eBook will cover each of these elements so that each component is fully optimized to help you generate thetm
leads for your business. Now then, |é get started.



CHAPTERL

CREATING IRRESISTIBLE OFFERS



#1
Use the Element of Scarcity

If you look at the principle of supply and demand, yali notice that when supply is limited, demand goes up. Scarcity has a
psychological influence on us, making us want something even more if there @enough to go around. Scarcity is great because
it creates a fear of shortage, and thus a sense of urgency.

Limited Time Offers
Limited time offers are among the most popular in the scarcity category. For example, provide a free proof of concept forcangy
who meets you at RSA oBlackHat, or a special discount for Black Friday/Cyber Monday purchasers.

RSA 2018 - The First Ever VR Game for CISOs

BLACK FRIDAY Face different vulr\erabilities and V(_actors
n and select the right course of action -
CYBER MONDAY How Do You Think You'll Do?

—M IC
Snaicare RSN 1371 12

Minutes Seconds

Yes! I want to sign up

ant Clean | Realtime Protection Biggest Promo On BlogVault This Year!




#1

Limited Quantity Offers

When something is of limited quantity, it suddenly becomes more unique or exclusive. In some studies, limited quantity or
supply offers have outperformed limitedtime offers. Why? Becaused hard to tell when an offer of limited quantity will
suddenly become unavailable, while a tindased offer has a known end time. Limited quantity offers are great for not only
getting people to sayyesdto your offer but to avoid procrastination completely. For example: Provide limited time beta access
for 50 engineers who connect their cloud accounts to your service. Another examp{®jgn up this week to receivdl0 extra
container security scan®

Limited Time and Limited Quantity
A powerful combination that can be used for high profile releases of new product and features. When executed well, it should

also increase shares on social media.



#2
The Bandwagon Effect

It& a natural tendency for humans to copy one another, even without realizing-itwe like to be a part of
tribes and social communities. So when we notice our social circle is doing one thing, we tend to follow suit.
One great way to make an offer more valuable is to show that other people are participating in that offer.

Proof in Numbers splunk>blogs
When possible, indicate how awesome an offer is by mentioning £ 117
the number of people who have purchased, downloaded,

signed up, or donated. Adaptive Response Initiative to Better

Combat Advanced Attacks with a Unified
Defense

Examples include:
A Webinars: When promoting a webinar, write how many have signed up
in the past to that webinar, or so far to the webinar.
A Blog subscription & social sharing: Write under your blog Subscribe ' : ——
button the numbers of signups. See this example fro®plunk. 2

Just make sure your claims are not only true, but believable.




#3

In May 2017, WannaCry was the latest in the long string of higprofile cyberattacks to splash doomsday scenarios all over

the news. Ashley Maddison, Target, Sony, Tesco, and Yahoo, among others, have caused quite a stir across the cybersecurity
community. But WannaCry stood out even among those breaches due to its immense reach and massive scale, impacting
over 10,000 organizations and200,000 individuals in over 150 countries.

Feelings of panic, helplessness and vulnerability run high, and many companies

are willing to invest heavily for just a little piece of mind . not to mention in Security @
order to comply with the tightening regulations. Sophos waters down 'NHS is totally protected’
by us boast

Riding fear.is valid. Simplistip, but valid. Following the attgck, many Watered down homeopathy for computers is more powerful,
cybersecurity vendors have jumped on the bandwagon with slogans lik@Ve  mkay?
will equip you better to handle the next attempted attackh Préempt WannaCry s ey 2017 a 1554, somm Leyeen & O 60 O
attackp Asekess the damageand so on. There are, of course, some shaerm

. . . Updated Sophos updated its website over the weekend to water down claims that it was
gaInS fl’0m thIS type Of Campalgns. protecting the NHS from cyber-attacks following last week's catastrophic WannaCrypt

outbreak.

Proud website boasts that the "NHS is totally protected with Sophos” became "Sophos
understands the security needs of the NHS" after the weekend scrub-up.

When something is buzaworthy, it creates high demand. In situations like this,
you can align offers withQvhat® hotd Companies will often leverage
newsjacking for this type of technique, and it works very well for offers, too.

Security-watchers, including former staffer Graham Cluley, noticed the reverse ferret.



#3
Leverage Newsjacking

There are pros and cons to leveraging newsjacking for marketing gain.

Advantages Dis-Advantages

A Establishing yourself as an integral part of the A Diverting Valuable Resources
ecosystem A Calculating real ROI

A Spreading awareness A Selfrighteous claims are risky

A Pressure to invest in cybersecurity

The complete post of the debate can Heund here
(click on image):

See examples of newsjacking on the next slide.

Newsjacking Cybersecurity Breaches: Good

Practice or Bad Form?


https://blog.marketingenvy.com/using-newsjacking-for-your-cybersecurity-lead-generation

CYBERINT.COM ~ THE CYBER FEED = THREAT LANDSCAPE ' CONTACT US

Cyberint

The Cyber Feed

PROTECTION BEYOND THE PERIMETER STARTS HERE.

Recent Posts

Warning: Fifth-Generation Phishing Kits

are here — A New

search by Check

Paint and Cyberlnt 167 countries.

Gadi Evron updated his status.
16 May 2017 -

Is Cymmetria the ONLY security vendor to
not use WannaCry for marketing?

i
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mments

oY Like

(J Comment

Wanna Cry? The Anatomy Of The Recent Attack

Last weekend, in the biggest attack of its kind ever recorded, the ransomware known

as WannaCry/WanaCryptOr 2.0 has swept organizations of all shapes and sizes across

SECDO
17 May 2017 - €

Webinar: Was WannacCry just a smokescreen for something far more
dangerous? IDT Corp’s CIO has first-hand proof that it was.

WEBINAR

Are you prepared for the
next massive cyber attack?

July 20,1PM EST/10 AM PST

9 &

Golan Ben-Oni

ot

Register for the webinar on July 20, 1 pm EST/10 am PST to learn about, ‘behind the scenes’ of this evasive
attack directly from Golan Ben-Oni, IDT’s internationally acclaimed CIO and Gil Barak, CTO of Secdo.

REGISTER FOR OUR WEBINAR

First came the EternalBlue: Secdo found evidence of NSA EtemalBlue
exploit in use three weeks prior to the WannaCry attack!
hitp://hubs.ly/HO7x3wFO

O

? You and 44 others
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#4

Brian Halligan, HubSpot CEO and dounder, once said that(you can have a great offer with a bad title and no one will
download it. But if you have an amazing title, suddenly everyone wantsatYes- people do judge a book by & cover. If your
offer is a piece of content, such as a whitepaper, eBook, or presentation, put effort into creating an amazing title.

For an experiment, we changed the title of an eBook and ran an A/B test to see which one would perform better. We took the
original title: (The Productivity Handbook for Busy Marketérand changed it tod Apps That Will Change the Way

You Do Marketingd

As you can see, the revised version outperformed the original B%76% at generating leads (firsttime submissions). Not only
that, but it resulted in more customers as well. If yo@ie struggling to come up with the perfect headline, try using the
Headline Analyzer Tool by Advanced Marketing Institute or read? Proven Headlines that Convert



#5
More Content Equals £B0OK
More Leads

WHITEPAPER

The more content, offers, and landing pages you
create, the more opportunities to generate leads.

FREE TRIAL

WEBINAR




#0

Not all offers are created equal. Som@ormatsdperform better than others at converting leads. For example, wh& more
valuable, a whitepaper or an eBook?

Below are the type of offers, in order of performance, that generate the most amount of cybersecurity leads.

A eBooks or Guides A Live Webinars

A Presentations A On-demand Videos

A Research & Reports A Blog (including offers in the navigation or sidebar)
A Whitepapers A Blog posts (if there is a CTA in the post)

A Kits (multiple offers packaged together) A Middle-of-the-funnel offers: Demo Requests, Contact Sales, RFP,
etc (more salesready offers).

It& important to test different types of offers with your audience to determine what works for you. While eBooks score high
on our list, you may find that reports, videos or other formats perform better.


http://www.hubspot.com/state-of-inbound-marketing/

#/

The most common offer | see on most websites Eontact UsSure, you want all your prospects to talk to sales, but not
everyone is ready. As you know, buyers are more likely to do their own research before even engaging with a sales rep. And,
every prospect is at a different stage of exploration. Some may need more education than others. &hahy it& important to
develop different offers at different buying cycles.

Someone at the top of the buying cycle may be more interested in an informational piece like a guide or eBook, whereas
someone more committed at the bottom of the cycle might be more interested in a free trial or demo. You dowed to pick
and choose; create offers for each phase, and include a primary and secondary CTA to these offers on various pages
throughout your site. For example, a company such d@ortnox, a network security company, created the following content
for each stage:

A Early stage: a blog post detailing the needs for standards il T security

A Middle Stage: Whitepaper about what youdl need to consider before a
Network Access Control Solution

A Ready Stage:Product landing page with details about the advantages of
their new IoT security solution



#/

Create Offers For Different Buying Stages

Deception Matters: Slowing Down the Adversary

AA
* - illusive

Get A Free Threat Assessment And A 30-Day Product Trial*

AN
* - illusive

Request Your Free

3 First Name :
8 Reasons Why De Ceptlon with illusive networks® Assessment And Trial
Detect and disrupt the most advanced persistent threats with the first purpose-

Growing awareness of illusive networks' Deceptions Everywhere® technology built, award winning deception technology. -
Technology Trumps Honeypots Every recentlyled SANS Fellow, . Eric Col,totest ou soluton. Not onlydidhe  Last ame

attempt to successfully deceive an attacker, he also evaluated ilusive's Request a free assessment now and receive a review of your environment and -

Time scalability, manageability, and believability. consultation about potential attack vectors. Following the assessment, you'll
Email receive a free 30-day trial* of our solution suite, featuring Deceptions
The results of his unsuccessful) efforts to attack Everywhere® and real-time forensics. Busingss Email*
; .45+ network and escape detection are contained in this
Posted by Gily Netzer on May 25, 2017 7:45:07 AM new SANS Solution Review. Complete the form and explare the benefits of illusive networks' solution suite, [
Company Name including:
e [ snar- NECEREED “ilusive has created a unique solution that allows et solution pocession [S—— .
8 8 - - deception to scale across the enterprise. illusive’s Phone Number + Solution deployment without any disruption to customer business,
We see it every day. There’s a widespread misunderstanding about the solution will provide value to any organization promoting transparency with your IT team and users alike Job Title® .
. . . « Remotely set deception traps with no agents installed on customer Country
differences between deception technology and the traditional honeypot {ooking to reduce dwell time and control overall o e systems
. . X damage from an incident” said Dr. Cole. e Plese Selact - .
method of detecting cyber attackers. Honeypot tactics and deception et
~Please Select - .
. . . ) . Download the SANS Institute Solution Review Deception Matters: Slowing Down e trs For 30 day aross Wincrs worktationsam Wi severs Al i requests are routed ta 20 Subscribe toillusive's Bl

technology are significantly different—from their underlying basic R hatwerkasority oot For et A e eeP st o ot P asaom it o e

the Adversary with lllusive networks and leam about Download the Report iiaing il R My Trial

to bhoic | ! £affocki LL o b Lh SLiEE, equest My Trial
' ' et ()

Early Middle Ready

Early Middle

Ready



#7
Create Offers For Different Buying Stages

portnox & portnox
boundlessly smart

THE INTERNET OF THINGS & NETWORK SECURITY: A DESPERATE

NEED FOR STANDARDS .
Early Middle Ready

Need for 5
Standards ' imoaconter

rogue wirel

How can Steve keep his network safe?

Portnox CLEAR™ offers cloud-based continuous endpoint monitoring for the admin
on the go. Not only does Portnox CLEAR™ detect susceptible devices, it assigns
them appropriate clearance levels in real-time. Finally, a scalable NAC solution that

never lets its guard down.

Want an exclusive sneak-peek at Portnox CLEAR™?
o_ Fill out the form and see what all the fuss is about. _o

Early Middle Ready i
Early Middle Ready



#8

Repurpose Your Content for Different

Personas

For DevOps

7 aqua

Security for Containers -
5 Things DevOps
Need to Do

@
~ 3<%
e

eBook: Security for Containers -
Five Things DevOps Need to Do

As contalners from the likes of Docker, CoreOs and others, are
rapidly adopted in enterprise deployments, they present unique
security challenges that often fall in the gap between DevOps and
IT Security:

« Can security be ingrained into the development-to-production
process?

« At what stages should security controls be implemented, and
who should own them?

« How can compliance concems be addressed?

In this eBook, we highlight five key areas where DevOps should
weigh in to improve the security of containerized applications,

and of
containers, and avoid conflicts with their organization's IT security
team

First Name* Last Name*
o}
ampiste tis Frease complete s
mangtory fele mandstory el
Email*

Piease compiste tns mancatey fd
What is your time-frame for deploying containers?*

No concrete time frame -

Submit

1’ aqua

Five Things Security Pros
Need to Know About
Containers

For Security

eBook: Five Things Security Pros Need
to Know About Containers

As containers from the likes of Docker, CoreOs and others are
rapidly adopted in enterprise deployments, they present unique
security challenges that often fall in the gap between DevOps and
IT Security:

« Can security be Ing into th
process?

« Atwhat stages should security controls be implemented, and
who should own them?

« How can compliance concemns be addressed?

In this eBook, we highlight five key areas that security

professional should familiarize themselves with in order to

Improve the security of containerized applications, remove

obstacles during development and deployment of containers, and
id conflicts with their DevOps and

delivery teams.

First Name* Last Name*
Pleass complets this Please complete tis
mandatory fesa mancatory fel
Email*

Plzasa complete this mandatory fielc

Job Title*

Please compiats s mancaary file
What is your time-frame for deploying containers?*

No concrete time frame -

Submit

(C) Marketing Envg018



#9
Blogging That Brings in the Leads

Companies that blog-8 times per month double their lead volume.

A Know your audience
A Set SMART KPIs
A Set relevant CTAs

Standard Cumulative | | Visits - () Show visits-to-contacts rate © Add marketing action

2,000

1,500

Visits

1,000

500

Apr 2017 May 2017 Jun 2017

Oct 2016 Mov 2016 Dec 2016 Jan 2017 Feb 2017 Mar 2017



#10
Avoid Corporate Gobbledygook (eops ther content |

mostly jargon free

A professional image is necessary, but

you still want to avoid the dreaded What's the true cost of a breach?
corporate gobbledygook. What is

bbled K k? G t ti Data is at the heart of everything your company does: it's your intellectual property, your next big break, your customer records, your revenue. A breach costs
go €dygooK you askK: reat question much more than just fixing outages and damaged systems. Building a strong security posture can help protect your reputation.

These are jargon terms and phrases —
Watch how an attack unfolds

that have been overused and abused

rendering them meaningless (yodl

find them mostly in the hightech

industry, but everyone is an offender at Avoid these words when describing your offers
one point or another). These words are A Next Generation A Cutting edge
meant to add more emphasis of a A Flexible A Groundbreaking

particular subject, but instead, they

A Robust Encryption A Best of breed
make your eyes roll.

A Scalable A Easy to deploy
A Hermetically sealed A Mission critical




CHAPTERZ2

CALLSTO-ACTION THAT ROCK



#8
Place Your CTA Where the Eye Can See

Callsto-action do bestGbove the fold- the space where your web page is viewable to the user without having to scroll
down. According to heat map analysis, anythindelow the foldowill only be viewed by 50% of people who visit your page.
Doubling impressions on your CTAs can significantly increase your lead count.

Notice the placement of the
primary CTA onCyberInt& landing

page.
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